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Study Tips 
 

This product will provide you with questions and answers carefully compiled and written by our 
Expert Senior Certified Staff.  Our practice questions are designed to help you learn the concepts 
behind the questions rather than be a strict memorization tool. 
 
Important Note: 
Please Read Carefully 
Repeated readings of our Pass-Guaranteed.com Practice Exam will increase your 
comprehension. We constantly add to and update our Practice Exams with new questions, 
answers and explanations, so check that you have the latest version of this Practice Exam before 
you take your exam. 
 
For security purposes, each PDF file is encrypted with a unique serial number associated 
With your Pass-Guaranteed.com account information. In accordance with International 
Copyright Law, Pass-Guaranteed.com reserves the right to take legal action against you should 
we find copies of this PDF file distributed to other parties. 
 
Update Notifications (Latest Version) 
 
We are constantly reviewing our products.  New material is added and old material is revised.  
Free Updates are available for 180 days after purchase.  If you purchased a bundle, you will 
have Free Updates for 1 YEAR!  
 
You can signup to our newsletter for instant notification whenever an update is released by 
becoming a Pass-Guaranteed.com member at: http://www.pass-guaranteed.com/log.htm  
 
By becoming a Pass-Guaranteed.com member, you also get a chance to win a FREE Practice 
Exam of your choosing.  We give away 3 Pass-Guaranteed.com Practice Exams every week to 3 
lucky winners. 
 
Pass-Guaranteed.com Product Specials 
 
Pass-Guaranteed.com Custom Bundle Requests, cover all Pass-Guaranteed.com Products!!!  You 
can visit our Special Bundle Discounts from Pass-Guaranteed.com or make your own Custom 
Bundle Request with Pass-Guaranteed.com here: http://www.pass-guaranteed.com/bundles.htm  
 
Pass-Guaranteed.com Custom Bundle Request Form let’s you create your own Bundle Of 
Products!!! You can select and group any of our products for your Custom Bundle and we will 
give you up to a 50% Discount on your Custom Bundle Package. This includes our Practice Test 
Questions, Online Course Tutorials, Study Guides, Lab Scenarios and our Certified Online 
Instructor service.   
 
Please visit: http://www.pass-guaranteed.com/custom-request.htm If you would like to purchase a 
Custom Bundle from Pass-Guaranteed.com. 
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QUESTION:  1 
What two (2) steps are necessary to configure your HTTP website to forward to an SSL 
website?  (Choose TWO)  
 
A. In Server Admin, start the https service.  
 
B. In Server Admin's Web pane, create a rule that forwards all traffic through port 8080  
 
C. In Server Admin's Web pane, select the Enable Secure Forwarding checkbox and click 
OK.  
 
D. In Server Admin's Web pane, select the Enable Secure Sockets Layer (SSL) checkbox 
and click OK.  
 
E. In Server Admin's Web pane, edit the http:// site, and select "Add new alias or 
redirect", then enter the URL for the secure site.  
 
Answer:  D, E  
 
 
QUESTION:  2 
Which statement best describes Wired Equivalent Privacy (WEP)?  
 
A. WEP is a moderately secure firewall for wireless devices.  
 
B. WEP optimizes performance of 802.11 devices over distances, so they perform as well 
as their wired equivalents.  
 
C. WEP represents the first attempt at designing an algorithm to protect wireless 
communication from eavesdropping.  
 
D. WEP allows wireless access point administrators to require user names and passwords 
of users who want to connect to the wireless access point.  
 
Answer:  C  
 
 
QUESTION:  3 
Which two (2) of these files have privileges that allow the Apache web server to read 
them?  (Choose TWO)  
 
A. -rw-r----- 1 bob www 2832 Jan 30 14:26 menu.html  
 
B. ---x--x--- 1 www www 2832 Jan 30 14:26 index.html  
 
C. -rw-r---w- 1 bob staff 2832 Jan 30 14:26 about.html  
 



9L0-612 Demo – Pass-Guaranteed.com  
 

9L0-612 Demo – 100% Money Back Guaranteed!!! 
 

D. -rw-r--r-- 1 bob staff 2832 Jan 30 14:26 index2.html  
 
E. -rw------- 1 bob www 2832 Jan 30 14:26 products.html  
 
Answer:  A, D  
 
 
QUESTION:  4 
You have configured your AirPort Base Station for 128-bit WEP authentication, and have 
assigned a network passphrase. Why would you need to distribute the 26-digit hex key to 
your users?  
 
A. WEP with 802.1x requires a hex key for asymmetric encryption  
 
B. The hex key allows for compatibility with older machines and different platforms  
 
C. WEP requires users to enter a hex key to connect to the network using 128-bit 
encryption.  
 
D. You want the strongest possible WEP key: a hex key is stronger than a passphrase, 
because it is not susceptible to dictionary attacks.  
 
Answer:  B  
 
 
QUESTION:  5 
Why should you avoid logging in as an administrator to perform routine tasks?  
 
A. If you log in as an administrator, malicious programs can listen on privileged ports 
(ports below 1024) without requiring further authentication.  
 
B. If you log in as an administrator, untrusted programs can write to sensitive areas of the 
file structure without requiring further authentication.  
 
C. If you log in as an administrator and a malicious user gains access to your computer, 
he or she can edit users' home folders without requiring further authentication.  
 
D. If you log in as an administrator, and launch Terminal to perform routine tasks, 
malicious programs can run sudo commands without requiring further authentication.  
 
Answer:  B  
 
 
QUESTION:  6 
When configuring Bluetooth on your Mac OS X v10.4 computer, which three (3) security 
options should you set to restrict access to your computer via Bluetooth?  (Choose 
THREE)  
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A. Require PassIP for all Bluetooth connections.  
 
B. Require pairing for all Bluetooth file transfers.  
 
C. Require Bluetooth serial port for all file transfers.  
 
D. Turn off discoverability in the Bluetooth Status menu.  
 
E. Prompt for each file received via Bluetooth File Transfer.  
 
F. Enable the firewall for Bluetooth File Transfer service in System Preferences.  
 
Answer:  B, D, E  
 
 
QUESTION:  7 
Identify two (2) ways that computer viruses and worms differ.  (Choose TWO)  
 
A. A virus cannot infect encrypted files; a worm can modify any file in the local file 
system.  
 
B. A virus propagates by executing malicious code; a worm propagates by reconfiguring 
network configuration files.  
 
C. A virus attaches itself to files or applications; a worm usually resides in memory, and 
does not need to attach itself to a file or application.  
 
D. A virus-infected program or file can be detected and repaired with appropriate 
antivirus software; worms cannot be detected or eliminated until they attempt to infect 
other computers.  
 
E. A virus can infect other networked computers only when its infected file or application 
host is opened; a worm can infect other networked computers any time its infected 
computer host is on a network.  
 
Answer:  C, D  
 
 


